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5 key lessons for Austria:

1) Classification of data is absolutely necessary. Know your data!

2) GDPR must be complied with. 

Currently difficult due to lack of Privacy Shield with the US.

3) Service owners need to check compliance for their services. 

4) Some federal services will never go to the cloud. 

5) A multi-cloud approach is preferable.
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Thank you for
your attention!

Ing. Clemens Möslinger BA, MSc
Head of Department, CISO

Federal Chancellery of Austria
Section I, Department 8 - Cybersecurity, GovCERT, NIS Office and ZAS
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